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Assessment Summary
This report has been prepared for repo name to discover issues and
vulnerabilities in the source code of repo name project. A static
assessment has been performed by the scanner engine. The security
assessment resulted in findings that ranged from critical to informational.
We recommend addressing these findings to ensure a high level of security
standards and industry practices.
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Scan Overview

Project Name: NFTU

Github Repository: https://github.com/lazymedia/AndroMedaContract

Lines of Code: 1798

Score: 4.00

Issue Count: 1

Duration: 1 seconds

Critical 0

High 0

Medium 0

Low 1

Informational 0

https://github.com/lazymedia/AndroMedaContract
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OUTDATED COMPILER VERSION

Found in file:
/NFTU_AndromedaBaseContract.sol










pragma solidity ^0.8.0;














// SPDX-License-Identifier: MIT

// OpenZeppelin Contracts v4.4.1 (utils/introspection/IERC165.sol)

/**

 * @dev Interface of the ERC165 standard, as defined in the

 * https://eips.ethereum.org/EIPS/eip-165[EIP].

 *

https://github.com/lazymedia/AndroMedaContract/tree/master/NFTU_AndromedaBaseContract.sol
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OUTDATED COMPILER VERSION

Vulnerability Description

Using an outdated compiler version can be problematic especially if there are publicly
disclosed bugs and issues that affect the current compiler version.

It should also be noted that the Solidity version 0.5.0 introduced some breaking
changes.

Remediation

It is recommended to use a recent version of the Solidity compiler, preferably
something above 0.8.4+ that patches most of the vulnerabilities introduced in older
compiler versions.


